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Chmurowy podpis
kwalifikowany ECSigner

Cena brutto 367,77 zt
Cena netto 299,00 zt
Cena poprzednia 355,47 zt
Czas wysyiki 24 godziny
Producent Eurocert

Opis produktu

Co otrzymasz, wybierajgc chmurowy podpis kwalifikowany od EuroCert?

W sktad ustugi podpisu elektronicznego wydawanego przez Centrum Certyfikacji EuroCert, wliczane s wszystkie niezbedne
elementy, ktére pozwolg uzyskad podpis w najszybszy sposéb podczas jednorazowego spotkania i bez ukrytych optat.

Kazdy ustuga podpisu chmurowego ECSigner zawiera:

Szybka procedure wydania podpisu podczas jednorazowego spotkania ok. 20 min

Ustuge weryfikacji tozsamosci w jednym z naszych punktéw na terenie catej Polski - nie pobieramy za to
dodatkowych optat

Niezwtoczna aktywacje podpisu od razu po podpisaniu umowy

Kwalifikowany certyfikat wydawany na okres 1, 2 lub 3 lat

Oprogramowanie w postaci aplikacji mobilnej i desktop, do sktadania i obstugi podpisu

Dostep do portalu, gdzie mozna zarzgdza¢ swoimi ustugami

Gwarancje producenta przez okres waznosci certyfikatu

Ciagte wsparcie techniczne przez caty okres korzystania z ustugi

Mozliwos$¢ skorzystania z dodatkowo ptatnych ustug: wydania podpisu w siedzibie klienta na terenie catej Polski oraz
instalacji i przeszkoleni z oprogramowania

Zalety ustugi chmurowego podpisu ECSigner

Brak urzadzenia fizycznego w postaci karty i czytnika

¢ Jest to w petni kwalifikowana ustuga zgodna z Unijnym Rozporzadzeniem elDAS

Posiada moc prawng na poziomie podpisu wiasnorecznego i formy pisemnej, na ternie catej Unii Europejskiej

¢ Jednorazowe uwierzytelnienie za pomoca OTP, umozliwia podpisanie jednego lub wielu dokumentéw jednoczesnie

W jednej aplikacji mobilnej mozesz przetrzymywadé nawet dwa podpisy, zaréwno prywatny jak i biznesowy z danymi
firmowymi

Podpis ECSigner jest rozwigzaniem kompatybilny z réznymi programami, portalami panstwowymi lub korporacyjnymi
do ktérych aktualnie sa wykorzystywane klasyczne podpisy na karcie (Uwaga! W zwigzku z aktualizacjami i
powstawaniem nowych programéw, nie mozemy zagwarantowac obstugi podpisu przez kazdy program, system -
zapraszamy do kontaktu aby uzyska¢ informacje o kompatybilnosci z danym programem)

Nie musi sie obawiac o bezpieczenstwo gdy utracisz aplikacje mobilng lub smartfon, chroni Cie podwédjne
uwierzytelnienie, podpis mozesz aktywowac bez problemu na innym telefonie

Podczas wymiany telefony nie poniesiesz dodatkowych kosztéw zwigzanych z podpisem, wystarczy zainstalowac i
aktywowa¢ aplikacje mobilng na nowym smartfonie

Udostepniamy mozliwo$¢ ubiegania sie o podpis z danymi osoby prywatnej lub podpis biznesowy gdzie umieszczamy
dodatkowo dane firmowe
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Jak wyglada procedura podpisania dokumentu za pomocg chmurowego podpisu ECSigner?

Krok 1. Uruchom aplikacje ECSigner desktop na komputerze i zaloguj sie (ta czynnos$¢ przeprowadzasz jednorazowo do czasu
zamkniecia systemu)

Krok 2. Wskaz dokument do podpisania za pomocg aplikacji podpisujacej i kliknij podpisz (np. SecureDoc lub Adobe)

Krok 3. WejdzZ do aplikacji mobilnej ECSigner i przepisz kod OTP do aplikacji podpisujacej

Krok 4. Dokument podpisany! Tg sama procedure mozesz przeprowadzi¢ dla jednego lub wielu plikéw jednoczesnie

Co wyréznia podpis chmurowy ECSigner od podpisu na karcie?

¢ Brak koniecznos$ci pamietanie o czytniku i karcie aby ztozy¢ podpis, od teraz mozesz zastapi¢ je wtasnym smartfonem,
ktéry masz zawsze pod reka

¢ Chmurowy podpis jest réwnie bezpieczny dzieki podwdjnemu uwierzytelnieniu (2FA)

e Podczas podpisywania przepisz jednorazowy kod uwierzytelniajgcy (OTP) ze smartfona - to szybkie i tatwe, zapomnij o
podpinaniu zewnetrznych urzadzen

¢ Posiadanie podpisu chmurowego nie zobowigzuje Cie do okresowego wymieniania karty lub czytnikéw, ustuga zawsze
jest bezpieczna i aktualizowana przez EuroCert

e Zgubienie karty z podpisem wigze sie z wyrobieniem go od nowa, w przypadku chmurowego utrata telefonu nie jest
juz problemem, wystarczy zainstalowac i aktywowac aplikacje na nowym smartfonie

* Dzieki wykorzystywanej technologii istnieje mozliwos¢ zintegrowania ustugi podpisu chmurowego za pomoca API,
bezposrednio z zewnetrznym portalem lub ustugg

Szczeg6ty i parametry techniczne ustugi:

Aplikacja mobilna ECSigner: jest dostepna dla urzgdzeh mobilnych z Android lub i0OS
Aplikacja desktop ECSigner: jest dostepna dla komputeréw z Windows lub MacOS
Obstugiwane formaty podpiséw: PAJES-BES/T, XAdES-BES/T oraz inne

Dtugos¢ i format kluczy: RSA 2048 bit

Algorytm podpisu: SHA-2 RSA

Uwierzytelnienie: 2FA (login i hasto + OTP)

Wspierane standardy komunikacji: PKCS#11, CSP i KSP

Ustuga wirtualnej karty: klucze kryptograficzne i certyfikat sg trzymane w HSM
Istnieje mozliwos¢ integracji ustugi za pomoca APl ECSigner

Produkt posiada dodatkowe opcje:

Instalacja i przeszkolenie: Nie , Tak (+ 110,70 zt)

Okres waznosci: 1 rok, 2 lata (+ 123,00 zt), 3 lata (+ 233,70 zt)

Pakiet znacznikéw czasu: Nie , Tak (+ 22,14 zt)

Weryfikacja tozsamosci: w biurze (+ 61,50 zt ), z dojazdem (+ 246,00 zt)

UWAGA

UWAGA!!! KOSZT WERYFIKAC]I BEZ ZAKUPU PODPISU, KARTY I

CZYTNIKA W NASZE) FIRMIE
200 zt w biurze ul. Barcelonska 1

300 zt z dojazdem na terenie Warszawy kwoty netto.
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