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Chmurowy podpis
kwalifikowany ECSigner

Cena brutto 367,77 zł

Cena netto 299,00 zł

Cena poprzednia 355,47 zł

Czas wysyłki 24 godziny

Producent Eurocert

Opis produktu

Co otrzymasz, wybierając chmurowy podpis kwalifikowany od EuroCert?

W skład usługi podpisu elektronicznego wydawanego przez Centrum Certyfikacji EuroCert, wliczane są wszystkie niezbędne
elementy, które pozwolą uzyskać podpis w najszybszy sposób podczas jednorazowego spotkania i bez ukrytych opłat.

Każdy usługa podpisu chmurowego ECSigner zawiera:

Szybką procedurę wydania podpisu podczas jednorazowego spotkania ok. 20 min
Usługę weryfikacji tożsamości w jednym z naszych punktów na terenie całej Polski – nie pobieramy za to
dodatkowych opłat
Niezwłoczną aktywację podpisu od razu po podpisaniu umowy
Kwalifikowany certyfikat wydawany na okres 1, 2 lub 3 lat
Oprogramowanie w postaci aplikacji mobilnej i desktop, do składania i obsługi podpisu
Dostęp do portalu, gdzie można zarządzać swoimi usługami
Gwarancję producenta przez okres ważności certyfikatu
Ciągłe wsparcie techniczne przez cały okres korzystania z usługi
Możliwość skorzystania z dodatkowo płatnych usług: wydania podpisu w siedzibie klienta na terenie całej Polski oraz
instalacji i przeszkoleni z oprogramowania

Zalety usługi chmurowego podpisu ECSigner

Brak urządzenia fizycznego w postaci karty i czytnika
Jest to w pełni kwalifikowana usługa zgodna z Unijnym Rozporządzeniem eIDAS
Posiada moc prawną na poziomie podpisu własnoręcznego i formy pisemnej, na ternie całej Unii Europejskiej
Jednorazowe uwierzytelnienie za pomocą OTP, umożliwia podpisanie jednego lub wielu dokumentów jednocześnie
W jednej aplikacji mobilnej możesz przetrzymywać nawet dwa podpisy, zarówno prywatny jak i biznesowy z danymi
firmowymi
Podpis ECSigner jest rozwiązaniem kompatybilny z różnymi programami, portalami państwowymi lub korporacyjnymi
do których aktualnie są wykorzystywane klasyczne podpisy na karcie (Uwaga! W związku z aktualizacjami i
powstawaniem nowych programów, nie możemy zagwarantować obsługi podpisu przez każdy program, system -
zapraszamy do kontaktu aby uzyskać informację o kompatybilności z danym programem)
Nie musi się obawiać o bezpieczeństwo gdy utracisz aplikacje mobilną lub smartfon, chroni Cię podwójne
uwierzytelnienie, podpis możesz aktywować bez problemu na innym telefonie
Podczas wymiany telefony nie poniesiesz dodatkowych kosztów związanych z podpisem, wystarczy zainstalować i
aktywować aplikacje mobilną na nowym smartfonie
Udostępniamy możliwość ubiegania się o podpis z danymi osoby prywatnej lub podpis biznesowy gdzie umieszczamy
dodatkowo dane firmowe
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Jak wygląda procedura podpisania dokumentu za pomocą chmurowego podpisu ECSigner?

Krok 1. Uruchom aplikacje ECSigner desktop na komputerze i zaloguj się (tą czynność przeprowadzasz jednorazowo do czasu
zamknięcia systemu)
Krok 2. Wskaż dokument do podpisania za pomocą aplikacji podpisującej i kliknij podpisz (np. SecureDoc lub Adobe)
Krok 3. Wejdź do aplikacji mobilnej ECSigner i przepisz kod OTP do aplikacji podpisującej
Krok 4. Dokument podpisany! Tą samą procedurę możesz przeprowadzić dla jednego lub wielu plików jednocześnie

Co wyróżnia podpis chmurowy ECSigner od podpisu na karcie?

Brak konieczności pamiętanie o czytniku i karcie aby złożyć podpis, od teraz możesz zastąpić je własnym smartfonem,
który masz zawsze pod ręką
Chmurowy podpis jest równie bezpieczny dzięki podwójnemu uwierzytelnieniu (2FA)
Podczas podpisywania przepisz jednorazowy kod uwierzytelniający (OTP) ze smartfona – to szybkie i łatwe, zapomnij o
podpinaniu zewnętrznych urządzeń
Posiadanie podpisu chmurowego nie zobowiązuje Cię do okresowego wymieniania karty lub czytników, usługa zawsze
jest bezpieczna i aktualizowana przez EuroCert
Zgubienie karty z podpisem wiąże się z wyrobieniem go od nowa, w przypadku chmurowego utrata telefonu nie jest
już problemem, wystarczy zainstalować i aktywować aplikacje na nowym smartfonie
Dzięki wykorzystywanej technologii istnieje możliwość zintegrowania usługi podpisu chmurowego za pomocą API,
bezpośrednio z zewnętrznym portalem lub usługą

Szczegóły i parametry techniczne usługi:

Aplikacja mobilna ECSigner: jest dostępna dla urządzeń mobilnych z Android lub iOS
Aplikacja desktop ECSigner: jest dostępna dla komputerów z Windows lub MacOS
Obsługiwane formaty podpisów: PAdES-BES/T, XAdES-BES/T oraz inne
Długość i format kluczy: RSA 2048 bit
Algorytm podpisu: SHA-2 RSA
Uwierzytelnienie: 2FA (login i hasło + OTP)
Wspierane standardy komunikacji: PKCS#11, CSP i KSP
Usługa wirtualnej karty: klucze kryptograficzne i certyfikat są trzymane w HSM
Istnieje możliwość integracji usługi za pomocą API ECSigner

Produkt posiada dodatkowe opcje:

Instalacja i przeszkolenie: Nie , Tak (+ 110,70 zł )
Okres ważności: 1 rok , 2 lata (+ 123,00 zł ), 3 lata (+ 233,70 zł )
Pakiet znaczników czasu: Nie , Tak (+ 22,14 zł )
Weryfikacja tożsamości: w biurze (+ 61,50 zł ), z dojazdem (+ 246,00 zł )

UWAGA

UWAGA!!!  KOSZT WERYFIKACJI BEZ ZAKUPU PODPISU, KARTY I
CZYTNIKA W NASZEJ FIRMIE

200 zł w biurze ul. Barcelońska 1
300 zł z dojazdem na terenie Warszawy kwoty netto.
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